
 

 

“Great Vision Without Great People Is Irrelevant” 
 

Position: ISMS Consultant  

Experience: 2 Years + 

 Job Location:  Goa/Kochi 

Our Company Vision 
 
Our Company Vision is to nurture the best resources and to be globally recognised as an exclusive brand of choice for both 
Internal and External Stakeholders. We facilitate innovative holistic services with Respect and Virtue. 
 
Introduction: Source It Out  
 
Source IT Out (SIO) is a fast-growing technology-based Global Outsourcing Company with a large base of international 
clients. The Company is headquartered in the capital city of Goa in Panaji, having a branch office in Kochi. We offer a vast 
range of services from highly technical expertise to essential services like finance, operations, marketing & customer 
support solutions. Source It Out is a Knowledge Process Outsourcing Company (KPO) helping SME’s increase their profit 
margins by outsourcing knowledge-based tasks and objectives. There are many benefits in working with SIO apart from our 
U.K clientele. 
We are thrilled and excited to offer this opportunity to the best candidate and place heavy emphasis on recruiting the right 
candidate for the job role. SIO is ONLY looking for highly driven candidates who wish to be challenged and be recognised 
for their ability. 
If you are the kind of individual with unrecognised talent and hunger who will be willing to learn and push the envelope, 
SIO is the right Company for you. If you wish to challenge, grow, develop and truly be a part of an incredible journey, then 
please come and meet us, say hello and see how we can work together. 
 
Job brief: 
• Define and review information security policies and processes and conduct Risk Assessments on Processes, Applications, 
Networks Systems. 
 • As Information security Risk implementer, assess impacts to business from cyber security, legal and regulatory 
perspective.  
• Work with Project Managers, Business Analysts, Architecture and Support Teams to ensure that Information security and 
Risk management standards are being followed.  
• Conduct Information security internal audits. Define and assist in security control implementations  
 
Responsibilities and Duties 
 
 • Ensure the security process is governed by organizational policies and practices that are consistently applied.  
• Require that information with similar criticality and sensitivity characteristics be protected consistently regardless of 
where in the organization it resides.  
• Enforce compliance with the security program in a balanced and consistent manner across the organization  
• Coordinate information security with physical security. 
 
Required Experience Skills and Qualifications  
 



 

 

• Knowledge and practical experience with frameworks and standards: ISO 27001 Implementation and Management Good 
understanding of IT security standards and legal compliance aspects.  
 
• Technical knowledge relevant experience in security domains /technologies related to:  
Business Impact Assessment Infrastructure/Network security Knowledge of Data Security Standards/Privacy Principles 
Ability to interface and network with Business and IT Ability to foresee and identify mitigation strategies for Risks Must: 
Display excellent communication and influencing skills Be proactive and self-motivated Display Ability and eagerness to 
quickly learn new technologies. 
 
 Knowledge on the following:  
 
Search Result Web Result ISO/IEC 27005 Must Have: Bachelor's (Preferred) or any other Computer Science degree 
Minimum 2 years’ experience in Information Security. CySa and ITIl Certification 
 

BENEFITS  
 

✓ Exposure to working with various clients and different industries  

✓ Vibrant co-working area, with weekend employee engagement activities. 

 ✓ Common Lounge within house tea/coffee vending machine. 

 ✓ Entitle to Indian and U.K holidays  
 
 
Working Days-Monday to Friday  
 
Saturday and Sunday-weekly Offs 
 
 Job Timings- 1.30 to 10.30 pm (U.K Shift) 
 


